સમુદાયમાં વિદેશી હસ્તક્ષેપ

વિદેશી સરકાર તરફથી ધમકીઓ અને ડરાવવાની જાણ કેવી રીતે કરવી
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**પ્રસ્તાવના**

## વિદેશી દખલગીરી ઓસ્ટ્રેલિયાના લોકોના સર્વભૌમત્વ અને સુરક્ષા અને આપણી રાષ્ટ્રીય સંસ્થાઓની અખંડિતતા માટે ગંભીર ખતરો દર્શાવે છે. વિદેશી દખલગીરીની ધમકીઓ ઓસ્ટ્રેલિયન સમુદાયના કોઈ એક ક્ષેત્ર સુધી મર્યાદિત નથી અથવા એક જ રાષ્ટ્ર-રાજ્ય દ્વારા આચરવામાં આવતી નથી. પ્રતિકૂળ વિદેશી રાજ્ય કર્તાહર્તાઓ (જે દેશો અન્ય દેશો સામે પ્રતિકૂળ પ્રવૃતિ કરે છે) ઓસ્ટ્રેલિયન નિર્ણય કરનારાઓ સાથે સરકારના તમામ સ્તરે અને વિવિધ ક્ષેત્રોમાં દખલ કરવાની તકો ઉપસ્થિત કરે છે અને તેનો પીછો પણ કરે છે, જેમાં નીચેનાનો સમાવેશ થાય છે: લોકશાહી સંસ્થાઓ, શિક્ષણ અને સંશોધન, મીડિયા અને સંચાર, જટિલ ઈન્ફ્રાસ્ટ્રક્ચર અને અગત્યનું આપણા સાંસ્કૃતિક અને ભાષાકીય રીતે વૈવિધ્યસભર સમુદાયો છે.

**સમુદાયમાં વિદેશી હસ્તક્ષેપ**

## સમુદાયમાં વિદેશી દખલગીરીને ધમકી અને ધાકધમકી તરીકે વ્યાખ્યાયિત કરવામાં આવે છે જે વિદેશી સરકારો દ્વારા નિર્દેશિત અને દેખરેખ હેઠળ અથવા નાણાં પૂરા પાડવામાં આવે છે જે ઑસ્ટ્રેલિયાની બહુસાંસ્કૃતિક જીવનશૈલીને નુકસાન પહોંચાડવા અને અસર કરવા માટે CALD સમુદાયો તરફ લક્ષિત છે. વિદેશી સરકારો વિવિધ હેતુઓ માટે સમુદાયોમાં દખલ કરી શકે છે:

* **વિદેશી સરકારની આંતરિક અને બાહ્ય નીતિઓની ટીકાને શાંત કરવા**
* **CALD જુથોના સભ્યોની પ્રવૃતિઓ (ઓફલાઈન અને ઓનલાઈન) પર દેખરેખ રાખવા માટે**
* **વિદેશી સરકારના મંતવ્યો અને નીતિઓને પ્રોત્સાહન આપવા માટે**
* **વિદેશી સરકારના લાભ માટે માહિતી મેળવવા માટે**
* **વ્યાપક વસ્તીના મંતવ્યો અને અભિપ્રાયોને પ્રભાવિત કરવા**.

**સમુદાયમાં વિદેશી દખલગીરી ઘણા સ્વરૂપો લઈ શકે છે.**

## સહિત:

* **હુમલો અને હુમલાની ધમકીઓ**
* **ધમકીઓ**
* **અપહરણ, ગેરકાનૂની અટકાયટ અથવા સ્વતંત્રતા છીન્નવવી**
* **પીછો કરવો અને અનિચ્છનીય ભૌતિક અથવા ઇલેક્ટ્રોનિક દેખરેખ**
* **કોઇપણ વ્યક્તિ પર તેમજ કુંટુબીજનો અથવા વિદેશમાં રહેતા સહયોગીઓ ઉપર દબાણ**
* **કોઈ વ્યક્તિ અથવા જૂથને બદનામ કરવા માટે સોશિયલ મીડિયા દ્વારા ઓનલાઈન ગેરમાહિતી ઝુંબેશ**.

## ક્રિમિનલ કોડ એક્ટ 1995 (Cth) હેઠળ વિદેશી દખલગીરીને વ્યાખ્યાઈત કરવા માટે પ્રવૃત્તિ, વિદેશી સરકાર અથવા તેના પ્રોક્સી સાથે જોડાયેલ હોવી આવશ્યક છે. ગુનાહિતતાનું મૂલ્યાંકન કરવા માટે, કાયદા અમલીકરણ એજન્સીઓ ઑસ્ટ્રેલિયન રાજ્ય અથવા સ્થાનિક ગુનાઓને પણ ધ્યાનમાં લઈ શકે છે.

**કોને નિશાન બનાવવામાં આવ્યા છે?**

## વિદેશી સરકારો લક્ષ્ય બનાવી શકે છે:

* **ઓસ્ટ્રેલિયામાં રહેતા ભૂતપૂર્વ અથવા વર્તમાન નાગરિકો**
* **રાજકીય અને માનવાધિકાર કાર્યકરો**
* **અસંતુષ્ટો**
* **પત્રકારો**
* **રાજકીય વિરોધીઓ**
* **ધાર્મિક અથવા વંશીય લઘુમતી જૂથો**.

**હું શું મદદ કરી શકું?**

## જ્યારે સમુદાયમાં વિદેશી દખલગીરીના તમામ અહેવાલો AFP નો સ્પષ્ટ પ્રતિભાવ પેદા કરશે નહીં, પરંતુ દરેક અહેવાલ ઉભરતી સમસ્યાઓનું ચિત્ર બનાવવામાં મદદ કરે છે.

## સમુદાયમાં વિદેશી દખલગીરીની કોઈપણ ચિંતા અને/અથવા કિસ્સાઓની જાણ નેશનલ સિક્યુરિટી હોટલાઈન (NSH)ને કરી શકાય છે.

* **NSH દિવસના ૨૪ કલાક, અઠવાડિયાના ૭ દિવસ કામ કરે છે અને સમુદાયમાં સંભવિત વિદેશી હસ્તક્ષેપ અંગે ચિંતાની જાણ કરવા માટે સંપર્કનું કેન્દ્રિય બિંદુ છે.**
* **NSH ઓપરેટરો જાણશે કે તમે જે માહિતી પ્રદાન કરો છો તેનું શું કરવું, અને જ્યાં યોગ્ય હોય, ત્યાં તેના મૂલ્યાંકન માટે કાયદા અમલીકરણ અને સુરક્ષા એજન્સીઓને આપશે.**
* **NSH ઓપરેટરો દરેક કોલને ગંભીરતાથી લે છે અને પ્રાપ્ત થયેલી તમામ માહિતીને મહત્વ આપે છે.**
* **અમે જાણીએ છીએ કે ખાનગી બાબતની જાણ કરવી એ એક મોટું પગલું હોઈ શકે છે. અમે તમારા ગોપનીયતાના અધિકારને ગંભીરતાથી લઈએ છીએ. જો તમે અનામી રહેવા માંગતા હોવ તો કૃપા કરીને ઓપરેટરને જણાવો.**
* **માહિતીની સંવેદનશીલ પ્રકૃતિને લીધે, તમને તમારા કૉલ અથવા ઈમેલના પરિણામ અંગે જાણ કરવામાં આવશે નહીં**.

## તમે જે માહિતી પ્રદાન કરશો તે ગુમ થયેલ ભાગનો હિસ્સો હોઈ શકે છે. જે AFP ને સમુદાયમાં વિદેશી હસ્તક્ષેપને રોકવામાં મદદ કરશે.

## NSH નો સંપર્ક કરવાની ઘણી રીતો છે:

* કૉલ કરો**: 1800 123 400**
  + **ઓસ્ટ્રેલિયાની** **બહાર**: (+61) 1300 123 401
  + **TTY વપરાશકર્તાઓ માટે (સાંભળવાની ક્ષતિ ધરાવતા વપરાશકર્તાઓ)**: 1800 234 889
  + જો તમને કોઈ દુભાષિયાની જરૂર હોય, તો કૃપા કરીને 131 450 પર ટ્રાન્સલેટીંગ અને ઈન્ટરપ્રીટીંગ સર્વિસને કૉલ કરો અને તેમને નેશનલ સિક્યુરિટી હોટલાઈન પર કૉલ કરવા કહો
* એસએમએસ **(SMS)**
  + **કૃપા કરીને તમારી માહિતી ટેક્સ્ટ સંદેશ દ્વારા મોકલો** 0429 771 822
* ઈમેલ **(Email)**
* ઈમેલ **(Email)**
  + **કૃપા કરીને ઈમેલ દ્વારા તમારી માહિતી મોકલો**: [hotline@nationalsecurity.gov.au](mailto:hotline@nationalsecurity.gov.au)
* પોસ્ટ**:** 
  + **કૃપા કરીને તમારી માહિતી પોસ્ટ કરો**:

National Security Hotline  
Department of Home Affairs  
PO Box 25  
Belconnen ACT 2616

**જાણ કરવાની અન્ય રીતો**

**તમે જ્યાં યોગ્ય હોય ત્યાં અન્ય માધ્યમોની દ્વારા પણ તમારી ચિંતાઓની જાણ કરી શકો છો**.

* **eSafety ગંભીર રીતે અપમાનજનક ઑનલાઇન સામગ્રીને દૂર કરવામાં મદદ કરે છે. તમે ગંભીર ઓનલાઇન દુરુપયોગની જાણ eSafety કમિશનરને પર કરી શકો છો** [**esafety.gov.au/report**](http://www.esafety.gov.au/report)**.**
* **જો તમને કોઈ પણ રીતે જોખમ અથવા અસુરક્ષિત લાગે, તો તમે સંપર્ક કરી શકો છો:**
  + પોલીસ - તાત્કાલિક ધમકીઓ માટે 000 પર
  + પોલીસ - 13 14 44 બિન-જીવન જોખમી ઘટનાઓમાં પોલીસ હાજરી માટે.
* **તમે** [**forms.afp.gov.au/online\_forms/report\_a\_crime**](file:///C:\Users\SYLStaff\Desktop\Type%20Set\Type%20Set\forms.afp.gov.au\online_forms\report_a_crime) **પર ઓનલાઈન રિપોર્ટ કરી શકો છો અને કોમનવેલ્થ ક્રાઈમ ફોર્મ દ્વારા AFPને કોમનવેલ્થ ગુનાની જાણ કરી શકો છો. કોમનવેલ્થ ક્રાઈમ શું છે તેના પર વધુ માહિતી માટે, કૃપા કરીને** [**afp.gov.au/contact-us/report-commonwealth-crime#What-is-a-Commonwealth-crime**](file:///C:\Users\SYLStaff\Desktop\Type%20Set\Type%20Set\forms.afp.gov.au\online_forms\report_a_crime) **જુઓ**.

• **સમુદાયનો કોઈપણ સભ્ય AFP (AFP ની કોમ્યુનિટી લાયઝન ટીમ સહિત) ના સભ્ય સાથે સીધો વાત કરીને શંકાસ્પદ જાસૂસી અથવા વિદેશી હસ્તક્ષેપની પ્રવૃત્તિઓની જાણ કરી શકે છે**.

# સમુદાયમાં વિદેશી દખલગીરીની જાણ કરીને હું શું અપેક્ષા રાખી શકું?

**AFP સમુદાયમાં વિદેશી** દખલગીરી**ના દરેક અહેવાલની તપાસ કરી શકતું નથી. NSH ને દરેક કોલ અથવા અપરાધના અહેવાલનું મૂલ્યાંકન કેસ-દર-કેસ આધારે કરવામાં આવે છે તે નક્કી કરવા માટે કે કોઈ ગુનાહિત અપરાધની ઓળખ થઈ છે કે કેમ. રિપોર્ટ બનાવવાના પરિણામોમાં નીચેનાનો સમાવેશ થાય છે**:

* **કોઈ જવાબ ન હોઈ શકે કારણ કે આ મામલો પોલીસને કાર્યવાહી કરવા માટે કાયદાકીય મર્યાદાને પૂર્ણ કરતો નથી.**
* **AFP તપાસ કરી શકે છે.**
* **બીજી પોલીસ સેવા અથવા સરકારી એજન્સી આ બાબતની તપાસ કરી શકે છે**.

**ઓસ્ટ્રેલિયાની બહાર થતા ગુનાઓ માટે, અધિકારક્ષેત્રની મર્યાદાઓ લાગુ પડે છે**.

**ધમકીઓના પ્રકાર**

## જો તમને રૂબરૂમાં ધમકી આપવામાં આવે

* **ધમકી બરાબર લખો અથવા રેકોર્ડ કરો જેમ તમને કહેવામાં આવી હોય.**
* **ધમકી આપનાર વ્યક્તિ (નામ, લિંગ, ઊંચાઈ, વજન, વાળ અને આંખનો રંગ, અવાજ, કપડાં, અથવા અન્ય કોઈપણ વિશિષ્ટ લક્ષણો) વિશે બધી વર્ણનાત્મક વિગતો રેકોર્ડ કરો.**
* **પોલીસને ધમકીની જાણ કરો**.

## જો તમને ટેલિફોન પર ધમકી આપવામાં આવે

* **જો શક્ય હોય તો, પોલીસને જણાવવા અને જાણ કરવા માટે નજીકના લોકોને સંકેત આપો.**
* **જો શક્ય હોય તો કૉલ રેકોર્ડ કરો.**
* **ધમકીના ચોક્કસ શબ્દો લખો.**
* **ફોનના ઈલેક્ટ્રોનિક ડિસ્પ્લેમાંથી કોઈપણ માહિતીની નકલ કરો.**
* **પોલીસ સાથે વિગતોની ચર્ચા કરવા માટે ઉપલબ્ધ રહો**.

## જો તમને ઈલેક્ટ્રોનિક માધ્યમો દ્વારા ધમકી આપવામાં આવે જેમાં ટેક્સ્ટ મેસેજ, ડાયરેક્ટ/પ્રાઈવેટ મેસેજ, સોશિયલ મીડિયા અથવા ઈમેલનો સમાવેશ થાય છે

* **સંદેશાઓ કાઢી નાખશો નહીં.**
* **સંદેશની માહિતી (વિષય રેખા, તારીખ, સમય, મોકલનાર, વગેરે) છાપો, ફોટોગ્રાફ કરો, સ્ક્રીનશોટ કરો અથવા કૉપિ કરો. અસ્થાયી રૂપે અપાયેલા સંદેશાઓનો સ્ક્રીનશોટ સાચવવા અથવા લેવાનું સુનિશ્ચિત કરો.**
* **પોલીસને તાત્કાલિક જાણ કરો કે તમને ધમકી મળી છે.**
* **તમામ ઈલેક્ટ્રોનિક પુરાવાઓ સાચવો**.

આ પ્રકારના જોખમોથી પોતાને બચાવવા માટે, આ ટીપ્સને અનુસરો:

• અજાણ્યા લોકોના ઇલેક્ટ્રોનિક સંદેશાઓ અથવા જોડાણો ખોલશો નહીં

• સોશિયલ મીડિયા પર અજાણ્યા અથવા અણગમતી વ્યક્તિઓ સાથે વાતચીત કરશો નહીં

• ખાતરી કરો કે તમારા ઉપકરણો/એકાઉન્ટ્સ પર તમારી સુરક્ષા સેટિંગ્સ ઉચ્ચતમ સ્તરની સુરક્ષા પર સેટ છે

• સાયબર ગુનેગારો તમારા ઈલેક્ટ્રોનિક ઉપકરણો સાથે ચેડા કરી શકે છે અને અંગત માહિતીનો પર્દાફાશ કરી શકે છે

• તમારા એકાઉન્ટ્સને ઓળખની ચોરીથી બચાવવા માટે તરત જ તમારી નાણાકીય સંસ્થાઓનો સંપર્ક કરો

• મજબૂત પાસફ્રેઝનો ઉપયોગ કરો અને એકથી વધુ વેબસાઇટ્સ માટે સમાન પાસફ્રેઝનો ઉપયોગ કરશો નહીં.

• ખાતરી કરો કે એન્ટિ-વાયરસ અને એન્ટિ-મૉલવેર એપ્લિકેશન અપ ટુ ડેટ છે

• જરૂરિયાત મુજબ સિસ્ટમ અને સોફ્ટવેર અપડેટ્સ કરો

• દ્વિ-પરિબળ પ્રમાણીકરણ કરો

• ડેટાનો નિયમિત બેકઅપ લો

• તમારા મોબાઇલ ઉપકરણને સુરક્ષિત કરો

• તમારી સાયબર સિક્યોર માહીતીની અને જાગૃતિનો વિકાસ કરો

• વધુ માહિતી માટે cyber.gov.au ની મુલાકાત લો.